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SECURELY AUTHORIZING ACCESS TO
REMOTE RESOURCES

FIELD OF APPLICATION

Embodiments of the present disclosure relate generally to
application management and, more particularly, to methods
and apparatuses for providing securely authorized access to
remote resources.

BACKGROUND

Managing authorization for software application (“appli-
cation”) usage is critical to ensuring that sensitive resources
are protected from unauthorized access. Depending on the
sensitivity of any given application, an array of authorization
rules may be necessary to ensure that the resources are
adequately protected. Some applications may only require
ensuring that an authorized user is requesting the resource.
Other applications may require compliance with more strin-
gent authorization rules, such as determining whether the user
device executing the application is a secure user device. When
dealing with applications that access medical records, finan-
cial records, or other resources that may pertain to an indi-
vidual and contain confidential and/or personal information,
even more advanced control over application usage may be
desired. To date, application management solutions have not
addressed the unique security concerns for authorizing appli-
cation access to remote resources.

SUMMARY

This Summary is provided to introduce a selection of con-
cepts in a simplified form that are further described below in
the Detailed Description. This Summary is not intended to
identify key features or essential features of the claimed sub-
ject matter. Neither is this Summary intended to be used to
limit the claimed subject matter’s scope.

According to one example embodiment, a method is pro-
vided that includes receiving a request to determine whether
auser device communicatively coupled to a resource serveris
authorized to access at least one resource hosted by the
resource server and determining whether the user device
communicatively coupled to the resource server is authorized
to access the at least one resource hosted by the resource
server based at least in part on whether the user device com-
municatively coupled to the resource server has been issued a
management identifier. The method further includes provid-
ing a response indicating that the user device communica-
tively coupled to the resource server is authorized to access
the at least one resource hosted by the resource server in
response to a determination that the user device communica-
tively coupled to the resource server is authorized to access
the at least one resource hosted by the resource server. The
method yet further includes providing a response indicating
that the user device communicatively coupled to the resource
server is not authorized to access the at least one resource
hosted by the resource server in response to a determination
that the user device communicatively coupled to the resource
server is not authorized to access the at least one resource
hosted by the resource server.

According to another example embodiment, a system is
provided that includes at least one processor and at least one
memory storing program code instructions. The at least one
memory and program code instructions of the example
embodiment are configured to, with the at least one processor,
direct the system to at least receive a request to perform a
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management operation from a service being executed by the
at least one processor, receive a request to determine whether
auser device communicatively coupled to a resource server is
authorized to access at least one resource hosted by the
resource server and determine whether the user device com-
municatively coupled to the resource server is authorized to
access the at least one resource hosted by the resource server
based at least in part on whether the user device communica-
tively coupled to the resource server has been issued a man-
agement identifier. The system may be further directed to at
least provide a response indicating that the user device com-
municatively coupled to the resource server is authorized to
access the at least one resource hosted by the resource server
in response to a determination that the user device commu-
nicatively coupled to the resource server is authorized to
access the at least one resource hosted by the resource server.
The system may be yet further directed to provide a response
indicating that the user device communicatively coupled to
the resource server is not authorized to access the at least one
resource hosted by the resource server in response to a deter-
mination that the user device communicatively coupled to the
resource server is not authorized to access the at least one
resource hosted by the resource server.

According to yet another example embodiment, a com-
puter program product is provided that includes a non-tran-
sitory computer-readable storage medium having program
code portions embodied therein. In particular, the program
code portions may be configured to, upon execution, direct an
apparatus to at least receive a request to perform a manage-
ment operation from a service being executed by the appara-
tus, receive a request to determine whether a user device
communicatively coupled to a resource server is authorized to
access at least one resource hosted by the resource server and
determine whether the user device communicatively coupled
to the resource server is authorized to access the at least one
resource hosted by the resource server based at least in part on
whether the user device communicatively coupled to the
resource server has been issued a management identifier. The
apparatus may be further directed to at least provide a
response indicating that the user device communicatively
coupled to the resource server is authorized to access the at
least one resource hosted by the resource server in response to
a determination that the user device communicatively
coupled to the resource server is authorized to access the at
least one resource hosted by the resource server. The appara-
tus may be yet further directed to provide a response indicat-
ing that the user device communicatively coupled to the
resource server is not authorized to access the at least one
resource hosted by the resource server in response to a deter-
mination that the user device communicatively coupled to the
resource server is not authorized to access the at least one
resource hosted by the resource server.

According to another example embodiment, an apparatus
is provided that includes means for receiving a request to
perform a management operation from a service being
executed by the apparatus, means for receiving a request to
determine whether a user device communicatively coupled to
a resource server is authorized to access at least one resource
hosted by the resource server and means for determining
whether the user device communicatively coupled to the
resource server is authorized to access the at least one
resource hosted by the resource server based at least in part on
whether the user device communicatively coupled to the
resource server has been issued a management identifier. The
apparatus further includes means for providing a response
indicating that the user device communicatively coupled to
the resource server is authorized to access the at least one
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resource hosted by the resource server in response to a deter-
mination that the user device communicatively coupled to the
resource server is authorized to access the at least one
resource hosted by the resource server. The apparatus yet
further includes means for providing a response indicating
that the user device communicatively coupled to the resource
server is not authorized to access the at least one resource
hosted by the resource server in response to a determination
that the user device communicatively coupled to the resource
server is not authorized to access the at least one resource
hosted by the resource server.

It is to be understood that both the foregoing general
description and the following detailed description are
examples and explanatory only, and should not be considered
to restrict the disclosure’s scope, as described and claimed.
Further, features and/or variations may be provided in addi-
tion to those set forth herein. For example, embodiments of
the disclosure may be directed to various feature combina-
tions and sub-combinations described in the detailed descrip-
tion.

BRIEF DESCRIPTION OF THE DRAWINGS

Many aspects of the present disclosure can be better under-
stood with reference to the following diagrams. The drawings
are not necessarily to scale. Instead, emphasis is placed upon
clearly illustrating certain features of the disclosure. More-
over, in the drawings, like reference numerals designate cor-
responding parts throughout the several views. In the draw-
ings:

FIG. 1 is a schematic representation of an example system
which may be configured according to example embodiments
of the present disclosure;

FIG. 2 is a schematic representation of an example user
device which may be configured according to example
embodiments of the present disclosure;

FIG. 3 is a schematic representation of an example appa-
ratus that may be embodied by or otherwise associated with
one or more electronic devices and which may be configured
to implement example embodiments of the present disclo-
sure; and,

FIGS. 4,5, 6,7, 8 and 9 are flowcharts illustrating opera-
tions that may be performed in accordance with example
embodiments of the present disclosure.

DETAILED DESCRIPTION

The present disclosure now will be described more fully
hereinafter with reference to the accompanying drawings, in
which some, but not all embodiments of the disclosure are
shown. Wherever possible, the same reference numbers are
used in the drawings and the following description to refer to
the same or similar elements. While embodiments of the
disclosure may be described, modifications, adaptations, and
other implementations are possible. For example, substitu-
tions, additions, subtractions and/or modifications may be
made to the elements illustrated in the drawings, as indicated
in some cases via dashed lines, and the methods described
herein may be modified by substituting, reordering, or adding
stages to the disclosed methods. Indeed, the present disclo-
sure may be embodied in many different forms and should not
be construed as limited to the embodiments set forth herein;
rather, these embodiments are provided so that the present
disclosure will satisfy applicable legal requirements. Accord-
ingly, the following detailed description does not limit the
present disclosure. Instead, the proper scope of the present
disclosure is defined by the appended claims.
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As used herein, the terms “resources,” “content,” “data,”
and similar terms may be used interchangeably to refer to data
capable of being transmitted, received, processed and/or
stored in accordance with embodiments of the present inven-
tion. Thus, use of any such terms should not be taken to limit
the spirit and scope of embodiments of the present disclosure.

Additionally, as the term will be used herein, “circuitry”
may refer to hardware-only circuit implementations (e.g.,
implementations in analog circuitry and/or digital circuitry);
combinations of circuits and computer program product(s)
including software and/or firmware instructions stored on one
or more, i.e., at least one, computer readable memories that
work together to cause a system and/or an apparatus to per-
form one or more functions described herein; and circuits,
such as, for example, one or more microprocessors or por-
tions of one or more microprocessors, that require software or
firmware for operation even if the software or firmware is not
physically present. This definition of “circuitry” is applicable
to all uses of this term, including in any claims. As another
example, the term “circuitry” also includes implementations
comprising one or more processors and/or portion(s) thereof
and accompanying software and/or firmware. As another
example, the term “circuitry” also includes, for example, an
integrated circuit or applications processor integrated circuit
for a portable communication device or a similar integrated
circuit in a server, a network device, and/or other computing
device.

As defined herein, a “computer-readable storage medium”
refers to a non-transitory physical storage medium (e.g., vola-
tile or non-volatile memory device), and can be differentiated
from a “computer-readable transmission medium,” which
refers to an electromagnetic signal. Furthermore, “at least
one” and “one or more” both, as used herein, refer to any
non-zero quantity and will be used interchangeably herein.

The present disclosure is generally directed to application
management and, more particularly, to systems, methods,
apparatuses, and computer program products for securely
authorizing access to remote resources. As used herein, appli-
cations refer to packages of programming code, or software
programs, that may be interpreted and executed by operating
systems of user devices. Applications are designed to perform
specific tasks for users of user devices, such as accessing
resources stored on resource servers that are communica-
tively coupled to such user devices. Common examples of
applications that seek access to remote resources include
applications used as productivity/business tools, applications
that assist with graphics and multimedia projects, applica-
tions that support home, personal, and educational activities,
and applications that facilitate communications with other
user devices.

Example embodiments of such user device management
systems, methods, apparatuses, and computer program prod-
ucts may be configured to securely authorize access to remote
resources, such as electronic records or other types of content
pertaining to at least one individual and/or at least one enter-
prise. For example, embodiments may be configured to con-
trol access to remote resources by limiting access to user
devices that have been issued management identifiers. Addi-
tionally, embodiments may be configured to control access to
remote resources by further limiting access to user devices
that satisfy at least one compliance rule. Numerous other such
examples are also possible according to example embodi-
ments, some of which will be described below.

Having thus provided an overview of features and/or func-
tionality that may be provided according to some example
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embodiments, attention will now be turned to the Figures so
that certain example embodiments may be described in more
detail.

FIG. 1 illustrates a block diagram of an example system for
authorizing application usage and access to remote resources.
While FIG. 1 illustrates one example configuration of such a
system, numerous other configurations may be used accord-
ing to example embodiments of the present invention. With
reference to FIG. 1, however, the system for authorizing
application usage and access to remote resources may include
at least one resource server 110, at least one enterprise mobil-
ity management server 130, and at least one user device 150.

The user device 150 may comprise any electronic device
configured to communicate over one or more networks, such
as the network 140 depicted in FIG. 1. For example, the user
device 150 may comprise one or more electronic devices such
as a mobile telephone, smartphone, tablet computer, PDA,
pager, desktop or laptop computer, a set-top box, a music
player, a game console, or any of numerous other fixed or
portable communication devices, computation devices, con-
tent generation devices, content consumption devices, or
combinations thereof. The user device 150 may comprise at
least one executable application, i.e. software program, such
as the agent application 152 and resource access application
154. The agent application 152 and/or resource access appli-
cation 154 may be stored in the memory 210 (Depicted in
FIG. 2) of the user device 150, which may be executed by the
operating system 215 (Depicted in FIG. 2) of the user device
150 to perform certain functionality associated with each
respective application.

In particular, the agent application 152 may be communi-
catively coupled to a management service 132 executed by a
management server 130, as described herein, to locally
enforce instructions transmitted to the agent application 152
by the management service 132, such as user device 150
management commands configured and/or input by an
administrator. Similarly, the agent application 152 may be
communicatively coupled to a resource service 112 executed
by a resource server 110, as described herein, to locally
enforce instructions transmitted to the agent application 152
by the resource service 112, such as instructions to download
certain resources 258 hosted by the resource server 110 via
the resource store 114. The resource access application 154
may, for instance, access resources 258 hosted by the resource
server 110 (e.g. resources 258 stored within the resource store
114 that are served up for user device 150 via the network
140). In particular, the resource access application 154 may
download, receive, upload, transmit, view, execute, modify,
or otherwise manipulate resources 258, such as those hosted
by the resource server 110.

The resource server 110 may, for example, comprise any
type of network-accessible electronic device or system that
includes a service, such as the depicted resource service 112,
that facilitates access to the contents of a storage, such as the
depicted resource store 114. The resource server 110 may,
according to one example embodiment, comprise a public
server that may be accessible to anyone who connects to it
over a network, such as the network 140. According to
another example embodiment, the resource server 110 may
be a private server accessible only over a private network,
such as the network 140, and/or may be located behind a
firewall. Common examples of the resource server 110 may
include cloud-based Salesforce.com, Dropbox, Box, Egnyte,
NetSuite, Citrix ShareFile, Rackspace, Amazon Web Ser-
vices, Google Drive, BackupGenie, SugarSync, Mozy, Bit-
casa Infinite Drive, MediaFire, Mega, Ubunto One, Huddle,
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6

Evernote, Microsoft SharePoint, Microsoft Office365,
Microsoft SkyDrive, and Apple iCloud.

According to another example embodiment, the resource
server 110 may require user registration and/or may require
use of a managed user device 150 to access it. More particu-
larly, a managed user device 150 may include an authorized
user device 150, such as a user device 150 communicatively
coupled to a management server 130, a user device 150
enrolled into and/or registered with a management service
132, a user device 150 associated with a service contract for a
management service 132, and/or a user device 100 that satis-
fies at least one compliance rule 260 (depicted in FIG. 2)
associated with a management service 132.

In any case, the resource service 112 may determine if a
user device 150 is authorized to communicate with the
resource server 110 and/or access the contents of the resource
store 114. If the resource service 112 determines that a user
device 150 is authorized, the resource service 112 may permit
the user device 150 to communicate with the resource server
110 and/or access the contents of the resource store 114. If the
resource service 112 determines that a user device 150 is not
authorized, the resource service 112 may prohibit the user
device 150 from communicating with the resource server 110
and/or accessing the contents of the resource store 114. The
resource server 110 may store any type of data, such as
various types of general, individual-specific, or enterprise-
specific content, applications, records, and/or any other data
in the resource store 114. Common examples of resources
258 (depicted in FIG. 2) that may be stored by the resource
server 110 in the resource store 114 include documents and/or
word processor files, photos and/or graphic files, presenta-
tions and/or slide show files, spreadsheets and/or other com-
putational files, and other electronic files commonly used for
business.

For purposes of convenience, the resource server 110 is
referred to herein in the singular, although it will be under-
stood that a plurality of servers may be employed in the
arrangements as descried herein. Furthermore, in some
embodiments, multiple resource servers 110 may operate on
the same server computer. The components executed on the
resource server 110, for example, may comprise various
applications, services, processes, systems, engines, or func-
tionality not disclosed in detail herein.

The management server 130 may be any type of network-
accessible electronic device or system that includes a service,
such as the depicted management service 132, and a storage,
such as the depicted management record store 134, manage-
ment identifier store 136, and compliance rule store 138. For
purposes of convenience, the management identifier store
136 is depicted within the management record store 134, as in
certain embodiments a management identifier 256 (depicted
in FIG. 2) stored within the management identifier store 136
may be related to and/or associated with a management
record stored within the management record store 136. The
management server 130 may be configured to communicate
with the user device 150 and/or the resource server 110 over
one or more networks, such as the depicted network 140, to
provide user device 150 management capabilities. For
example, the management server 130 may comprise cloud-
based solutions, server computers and/or any other system
providing user device 150 management capabilities.

In any case, the management service 132 may determine
whether a user device 150 is authorized to perform certain
functionality, such as accessing resources 258 stored within a
resource store 114 of a resource server 110, based at least in
part on at least one management record stored within the
management record store 134, at least one management iden-
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tifier 256 stored within the management identifier store 136,
and/or at least one compliance rule 260 stored within the
compliance rule store 138. For instance, the management
service 132 may query the management record store 134 to
determine whether a management record is associated with a
user device 150 seeking to perform certain functionality,
which may be required for the user device 150 to be autho-
rized to perform the functionality. The management service
132 may also query the management identifier store 136 to
determine whether a management identifier has been issued
to the user device 100, which may be alternatively or addi-
tionally required for the user device 150 to be authorized to
perform the functionality. The management service 132 may
also query the compliance rule store 138 to identify at least
one compliance rule 260 that must be satisfied by the user
device 150, which may be alternatively or additionally
required for the user device 150 to be authorized to perform
the functionality.

For purposes of convenience, the management server 130
is referred to herein in the singular, although it will be under-
stood that a plurality of servers may be employed in the
arrangements as descried herein. Furthermore, in some
embodiments, multiple management servers 130 may operate
on the same server computer. The components executed on
the management server 130, for example, may comprise vari-
ous applications, services, processes, systems, engines, or
functionality not disclosed in detail herein. The management
service 132 executed by the management server 120 may,
according to some example embodiments, be configured to
notify the resource service 112 executed by the resource
server 110 that at least one user device 150 is authorized to
access resources 258 stored by the resource server 110 within
the resource store 114.

As described herein, the management server 130 may com-
prise a management service 132 and a compliance rule store
138 storing one or more compliance rules, e.g., compliance
policies, that may be applicable to a user device 150. While
the management service 132 is shown as within the manage-
ment server 130, the management application 132 may addi-
tionally or alternately be within the user device(s) 150, and/or
remotely located on the resource server 110 and may be
remotely updated, such as periodically, via management
server 130 according to any number of suitable over-the-air
(OTA) updating methods. In some embodiments, for
instance, an agent application 152 executed by the user device
150 may provide functionality equivalent to and/or on behalf
of the management service 132.

Attempts by the user device 150 to perform certain func-
tionality, such as accessing, downloading, uploading, view-
ing, and/or modifying resources 258 may require the user
device 150 to be in compliance with one or more of the
compliance rules 260. Depending on the sensitivity and/or
nature of a given resource 258, different compliance rules 260
may be necessary to ensure that the resource 258 is
adequately restricted. Some resources 258 may only require
ensuring that the proper user is requesting the functionality,
such as a user that has been issued a management identifier
256 by the management service 132. Other resources 258
may require compliance with more stringent authorization
rules, such as determining whether the resources 258 are
restricted during certain time windows or geographic areas.
Accordingly, the user device 150 and/or the management
server 130 may be operative to determine whether the user of
the user device 150 is authorized to access the resources 258
at the time a user of the user device 150 requests to access
such resources 258.
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The management server 130 may, for example, use the
compliance rules 260 to impose hardware restrictions regard-
ing the use of specific user devices 150 and/or specific user
device 150 features, such as, for instance, cameras, Blue-
tooth, IRDA, tethering, external storage, a mobile access
point, and/or other hardware restrictions. The compliance
rules 260 may additionally or alternatively impose software
restrictions such as the use of specific user device 150 oper-
ating systems or applications, internet browser restrictions,
screen capture functionality, and/or other software restric-
tions. Mobile device management restrictions may addition-
ally or alternatively be included in the compliance rules 260
and may comprise encryption requirements, firmware ver-
sions, remote lock and wipe functionalities, logging and
reporting features, GPS tracking, and/or other user device 150
management features.

The management server 130 may determine whether one
or more characteristics of a requesting user device 150 satisfy
one or more of the restrictions enumerated in the compliance
rules 260. For example, the management server 130 may
determine that a requesting user device 150 that has a camera,
Bluetooth capability, and is executing a specified version of
an operating system satisfies the compliance rules 260. As
another example, the management server 130 may determine
that a requesting user device 150 that is associated with an
external storage unit and screen capture functionality enabled
does not satisfy the compliance rules 260.

In some embodiments, an agent application 152 executed
by the user device 150 may make the compliance determina-
tion based on a device profile 252 (Depicted in FIG. 2)
describing the user device 150 and/or user data 254 (Depicted
in FI1G. 2) describing a user of the user device 150, which may
include user credentials and/or user preferences. For instance,
the agent application 152 may monitor calls by applications
ontheuser device 150, such as the resource access application
152, aproductivity application, a web browser, an email client
and/or any other application, to an operating system 215 of
the user device 150 to determine whether the user device 150
seeks to perform functionality associated with one and/or
more of the compliance rules 260 described above, such as
viewing, modifying, transmitting, and/or receiving resources
258. Additionally, the agent application 152 executed on the
user device(s) 150 may approve and/or deny the associated
functionality requests. For instance, the agent application 152
may instruct the operating system 215 of the user device 150
to prevent the user device 150 from viewing, modifying,
transmitting, and/or receiving resources 258 in response to a
determination that a compliance rule 260 is not satisfied,
which may be effectuated by notifying the resource service
112 and/or management service 132 that the user device 150
is not authorized to access the resources 258.

In some embodiments, the agent application 152 executed
on the user device 150 may rely on the management server
130 to determine whether a given functionality of the device,
such as viewing, modifying, transmitting, and/or receiving
resources 258, is authorized according to the compliance
rules 260. For instance, the agent application 152 may trans-
mit information, such as the device profile 252 and/or user
data 254, to the management server 130 so that the manage-
ment server 130 may determine whether the user device 150
is authorized to perform the functionality. Additionally, the
management server 130 may approve and/or deny the asso-
ciated functionality requests. For instance, the management
server 130 may notify the resource service 112 of whether the
user device 150 is authorized to access resources 258 stored
within the resource store 114. In other cases, the management
server 130 might instruct the agent application 152 on the user
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device 150 to not allow resources 258 to be accessed, such as
preventing the downloading, viewing, modification and/or
transmission of the resources 258.

In some embodiments, the compliance rules 258 may com-
prise user device 150 settings and/or executable instructions
that define which functionality the operating system 215 of
the user device 150 is authorized to perform. Furthermore, the
compliance rules 258 may comprise a list of user device 150
functions, such as those provided by Application Program-
ming Interface’s (API’s) associated with the operating sys-
tem 215 and/or a platform library 240 (Depicted in FIG. 2)
that may be treated as protected user device 150 functions.
Accessing resources 258 hosted by the resource server (e.g.
resources 258 stored by the resource server 110 in the
resource store 114) may comprise or otherwise be associated
with one or more of these functions protected user device 150
functions. Calls to these functions, such as attempts to access
the resources 258 (e.g. download, receive, transmit, upload or
modify the resources 258) may result in checks by the user
device 150 (e.g. via the agent application 152) and/or the
management server 130 (e.g. via the management service
112) to determine whether the user device 150 satisfied the
applicable compliance rules 260.

In some embodiments, the agent application 152 may per-
form a set of ordered operations to accomplish a requested
user device 150 function. These operation sets may be defined
on, e.g., stored in a memory of, the user device(s) 150 and/or
the management server 130 and may comprise one or more
operations to determine whether the user device is in compli-
ance with compliance rules 258 (e.g. those stored within the
compliance rule store 139 of the management server 130).
The agent application 152 may control at least one respective
computing resource of the user device 150. The operations
may include configuring at least one respective computing
resource 258 of the user device, such as restricting access to at
least one resource 258 hosted by the resource server 110 that
is managed by the agent application 152 and/or management
service 132.

As shown in FIG. 1, the user device 150, management
server 130, and/or resource server 110 may communicate
with one another directly and/or via the network 140. The user
device 150, management server 130, and/or resource server
110 may connect to the network 140 via wired or wireless
means, such as via one or more intermediate networks. For
example, the user device(s), management server 130, and/or
resource server 110 may connect with the network 140 via
wired means such as Ethernet, USB (Universal Serial Bus), or
the like, or via wireless means such as, for example, WI-FI,
Bluetooth, or the like, or by connecting with a wireless cel-
Iular network, such as a Long Term Evolution (LTE) network,
an LTE-Advanced (LTE-A) network, a Global Systems for
Mobile communications (GSM) network, a Code Division
Multiple Access (CDMA) network, e.g., a Wideband CDMA
(WCDMA) network, a CDMA2000 network or the like, a
General Packet Radio Service (GPRS) network or other type
of network 140.

Accordingly, the network 140 may comprise, for example,
one or more wired and/or wireless networks 140 such as one
or more wireless local area networks (WLAN), wireless wide
area networks (WWAN), Ethernet networks, fiber-optic net-
works, and/or any other type of wired and/or wireless network
140 now known or later developed. Additionally, the network
140 may comprise the Internet and/or one or more intranets,
extranets, microwave networks, satellite communications
networks, cellular networks, infrared communication net-
works, global area networks, or other suitable networks, etc.,
or any combination of such networks 140.
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Turning now to FIG. 2, a diagram of an example user
device 150 is depicted. While FIG. 2 illustrates one example
configuration of such a user device 150, numerous other
configurations may be used according to some example
embodiments. With reference to FIG. 2, however, the user
device 150 may comprise a processor 205 (e.g. at least one
processor, co-processor, and/or processing circuitry) and at
least one memory 210. Depending on the configuration and
type of device, the memory 210 may comprise, but is not
limited to, volatile (e.g. random access memory (RAM)),
non-volatile (e.g. read-only memory (ROM)), flash memory,
or any combination thereof. The memory 210 may store
executable programs, (e.g. program code instructions, and
related data components of various applications and modules
for execution by the processor 205), such as an agent appli-
cation 152 and/or a resource access application 154. The at
least one memory 210 may be communicatively coupled to
the at least one processor 205, such as via one or more system
busses for transferring data there between.

Basic functionality of the user device 150 may be provided
by an operating system 215 contained in the at least one
memory 210 and executed via the at least one processor 205.
One or more programmed software applications may be
executed by utilizing the computing resources 258 in user
device 150. For example, applications stored in the memory
210 may be executed by the processor 205 under the auspices
of operating system 215, such as web browsing applications,
email applications, instant messaging applications, applica-
tions configured to view and/or manipulate resources 258,
and/or other applications capable of receiving and/or provid-
ing resources 258.

Data provided as input to and/or generated as output from
the application(s) may be stored in the memory 210 and read
by the processor 205 from the memory 210 as needed during
the course of application program execution. Input data may
be data stored in the memory 210 by a secondary application
or other source, either internal or external to user device 150,
or provided during installation of the application.

The user device 150 may include one or more communi-
cation ports, such as the communication ports 220(A)-(C)
depicted in FIG. 2. It will be understood that although three
communication ports are depicted in the example user device
150 depicted in FIG. 2, any number of such ports may be
present according to other example configurations of a user
device 150. Such communication ports 120(A)-(C) may
allow the user device 150 to communicate with other devices,
such as other user devices 150, the management server 130,
and/or the resource server 110, and may comprise compo-
nents such as a wireless network connectivity interface, an
Ethernet network adapter, and/or a modem. For example, the
wireless network connectivity interface may comprise one
and/or more of a wireless radio transceiver, PCI (Peripheral
Component Interconnect) card, USB (Universal Serial Bus)
interface, PCMCIA (Personal Computer Memory Card Inter-
national Association) card, SDIO (Secure Digital Input-Out-
put) card, NewCard, Cardbus, a modem, and/or the like.
According to some embodiments, the communication ports
120(A)-(C) may additionally or alternatively include one or
more antennas, supporting hardware and/or software, and/or
supporting circuitry configured to receive and/or transmit
signals according to any short-range communication proto-
cols and/or standards, such as, for example, near field com-
munication (NFC), Bluetooth, and/or Bluetooth Low Energy
(BLE). According to some embodiments, the communication
ports 120(A)-(C) may additionally or alternatively include
one or more interfaces configured to provide location ser-
vices, such as one or more antennas, supporting hardware
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and/or software, and/or supporting circuitry configured to
receive signals transmitted from GPS satellites.

The user device 150 may also receive data as user input via
an input interface 225, such as one or more of a keyboard, a
mouse, a pen, a stylus, a sound input device, a touch input
device, abiometric device, a capture device, a brain-computer
interface (BCI), etc. The input interface 225 may additionally
or alternatively comprise one or more sensing devices, such
as one or more cameras, microphones, motion detectors,
proximity sensors, and/or the like, which may be configured
to capture visual, aural, physical, and/or other types of
stimuli, such as spoken words, motions, gestures, and/or the
like.

Data generated by applications may be caused to be stored
in the memory 210 by the processor 205 during the course of
application program execution. Data may be provided to the
user of the user device 150 during application program execu-
tion by means of an output interface 230. The output interface
230 may comprise one or more devices configured to provide
information and/or stimuli to a user, such as one or more
display devices; speakers; force, vibration, and/or haptic
feedback generating devices; implanted and/or physiologi-
cally-integrated output devices; and/or the like. It will be
understood that although the input and output interfaces 225,
230 are depicted as distinct components in FIG. 2, they may,
according to example embodiments, be embodied by one or
more components comprising both input and output function-
ality. For example, the input and output interface 225, 230
may comprise a touchscreen device, e.g., a display device
configured to both display information and receive user input,
such as via a touch detection interface.

The at least one memory 210 may also comprise a platform
library 240. The platform library 240 may comprise one or
more collections of functionality, e.g., utilities, useful to mul-
tiple applications, such as may be provided by an application
programming interface (API) to a software development kit
(SDK). These utilities may be accessed by applications as
necessary so that each application does not have to contain
these utilities, thus allowing for memory consumption sav-
ings and a consistent user experience.

Furthermore, embodiments of this disclosure may be prac-
ticed in conjunction with a graphics library, other operating
systems, or any other application program and is not limited
to any particular application or system. The devices described
with respect to the Figures may have additional features or
functionality. For example, user device 150 may also include
additional data storage devices (removable and/or non-re-
movable) such as, for example, magnetic disks, optical disks,
or tape (not shown).

The user device 150 may store in the memory 210, e.g., in
a data store 250, a device profile 252 and user data 254. The
device profile 252 may, for example, comprise information
such as an indication of a current position of user device 150
and/or indications of various hardware, software, and/or
security attributes pertaining to the user device 150. For
instance, the device profile 252 may represent hardware
specifications of the user device 150, version and/or configu-
ration information of various software program and/or hard-
ware components installed on user device 150, data transmis-
sion protocols enabled on user device 150, version and usage
information of the various resources 258 stored on user
device 150, and/or any other attributes associated with the
state of user device 150. The device profile 252 may addition-
ally or alternatively comprise operational status information,
such as information regarding any errors or faults detected in
the user device 150; information regarding device tempera-
ture; information regarding resource levels such as battery
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levels, free storage space, and/or signal strengths; and/or the
like. The device profile 252 may additionally or alternatively
comprise data indicating a date of last virus scan of the user
device 150, a date of last access of the user device 150 by an
IT representative, a date of last service of the user device 150
by an IT representative, and/or any other data indicating
maintenance and/or usage of the user device 150. The device
profile 252 may additionally or alternatively comprise indi-
cations of past behavior of associated users, such as resources
258 accessed, charges for resource 258 accesses, and/or
inventory accessed from such resources 258.

The user data 254 may comprise information regarding one
or more users of the user device 150. For instance, the user
data 254 may comprise one or more user credentials, such as
a username and password required to gain authorization to
access resources 258 hosted by the resource service 112 of the
resource server 110. Moreover, the user data 254 may com-
prise one or more user preferences (e.g. one or more param-
eters that may affect the experience of the user). Additionally
or alternatively, the user data 254 may include indications of
a user device 150 user’s age, gender, bodily traits, preferred
resource 258 types and/or any other type of information relat-
ing to a user or combinations of such information. Addition-
ally or alternatively, the user data 254 may include indications
of one or more access levels, roles, policy groups, or the like
of'a user device 150 user that may be required to gain autho-
rization to access resources 258 hosted by the resource ser-
vice 112 of the resource server 110.

The user device 150 may also store at least one manage-
ment identifier 256 in the data store 250. In certain embodi-
ments, the management identifier 256 may include a number,
string, word, certificate, token, profile, combinations thereof,
and/or other electronic data uniquely describing the user
device 150 that indicates that the user device 150 is authorized
to access resources 258 hosted by the resource server 110. For
instance, the management identifier 256 may provide an indi-
cation that the user device 150 is managed by the manage-
ment service 132 executed by the management server 130,
which may provide authorization to access the resources 258
hosted by the resource server 110. In some embodiments, the
management identifier 256 may include a server address and/
or server credentials that provide a means for establishing a
communicative connection to a server capable of determining
that the management identifier 256 is valid and/or that the
user device 150 is authorized to access resources 258 hosted
by the resource server 110. For example, the management
identifier 256 may include the server address for the manage-
ment server 130 and/or server credentials for the management
server 130, which may enable establishing a communicative
connection to the management service 132 executed by the
management server 130 for purposes of validating the man-
agement identifier 256 and/or the authorization of the user
device 150 to access resources 256 hosted by the resource
server 110.

In certain embodiments, the management identifier 256
may be issued to and/or for the user device 150 by the man-
agement service 132 of the management server 130. The
management identifier 256 may be received from, down-
loaded from and/or otherwise provided by the management
service 132 via the network 140, such as when the user device
150 is enrolled into the management service 132 and/or sat-
isfies one or more compliance rules 260. The management
identifier 256 may be transmitted to, uploaded to and/or oth-
erwise provided to the resource service 112, such as when the
user device 150 seeks to access resources 258 hosted by the
resource server 110, which may be used as a basis for deter-
mining whether the user device 150 is authorized to access the
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resources 258 hosted by the resource server 110. In other
words, the management identifier 256 may provide a basis for
ensuring that the user device 150 is a trusted user device 150.

In certain embodiments, the management identifier 256
may be distinct from the user device 150 to ensure that the
user device 150 cannot replicate the management identifier
256 without the assistance of the issuer of the management
identifier 256. More specifically, the management identifier
256 may be wholly or partially generated based on an element
distinct from the user device 150. For instance, the manage-
ment identifier 256 may include one or more of a random
number, random character, and/or random symbol that only
the issuer of the management identifier 256 knows, due to the
issuer of the management identifier 256 having chosen the
random number, random character, or random symbol for
inclusion in the management identifier 256. Additionally, the
management identifier 256 may exclude one or more ele-
ments known to the user device 150 to prevent the user device
150, or any applications executed by the user device 150,
from replicating the management identifier 256. For example,
the management identifier 256 may exclude, and/or not
include, hardware and/or software identifiers known to the
user device 150. Common examples of hardware and/or soft-
ware identifiers that may be excluded from inclusion in the
management identifier 256 include a serial number, a Wi-Fi
address, a Bluetooth address, a IMEI number, a ICCID num-
ber, or a MEID number associated with the user device 150.

The user device 150 may further store at least one resource
258 in the data store 250. The resources 258 may, for
example, include any data or content, such as databases,
applications, audio/video content, electronic records, appli-
cations and/or application files, and/or the like. More specifi-
cally, resources 256 may include at least one of the following
file types: data files, audio files, video files, three-dimensional
image files, raster image files, vector image files, page layout
files, text files, word processor files, spreadsheet files, presen-
tation files, graphic files, audio files, photographic files, video
files, database files, executable files, CAD files, web files,
plug-in files, font files, system files, settings files, encoded
files, compressed files, disk image files, developer files,
backup files, and/or any other files. In certain embodiments,
the resources 258 may be received from the resource server
110 via the resource service 112 and subsequently stored in
the data store 250 of the user device 150 for use by the user
device 150 in its execution of certain functionality and/or
applications. In some embodiments, the resources 258 may
be received from the resource server 110 in response to a
request by the resource access application 154 for a transmis-
sion and/or download of the resources 258 from the resource
server 110. Upon receiving the resources 258 from the
resource server 110, the user device 150 may read from and/or
write to the resources 258 during the execution of the resource
access application 154.

Additionally, the user device 150 may store at least one
compliance rule 260. As described herein, the compliance
rules 260 may comprise requirements that must be satisfied
by the user device 100 to perform certain functionality of the
user device 150. For instance, the user device 150 may be
required to satisfy one or more compliance rules 260 in order
to be authorized to access resources 258 hosted by the
resource server 258. Additionally, as described herein, the
user device 150, such as via the agent application 152, may
make a determination of whether the compliance rules 258
are satisfied, the resource service 112 make a determination
of whether the compliance rules 258 are satisfied, and/or the
management service 132 make a determination of whether
the compliance rules 258 are satisfied. Thus, while depicted
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as being stored within the data store of 250, the compliance
rules 258 may additionally or alternatively be stored within
the resource server 110 and/or management server 130 for the
resource service 112 and/or management service 132, respec-
tively, to act upon.

Example embodiments of the invention will now be
described with reference to FIG. 3, in which certain elements
of'an apparatus 300 for implementing various functionality of
the present invention are depicted. In order to implement such
functionality, the apparatus 300 of FIG. 3 may be employed,
for example, in conjunction with one or more of the user
device 150, the management server 130, and/or the resource
server 110 depicted in FIG. 1. However, it should be noted
that the apparatus 300 of FIG. 3 may also be employed in
connection with a variety of other devices, both mobile and
fixed, in order to implement the various functionality of the
present invention and therefore, embodiments of the present
invention should not be limited to those depicted. It should
also be noted that while FIG. 3 illustrates one example of a
configuration of an apparatus 300 for implementing the func-
tionality of the present invention, numerous other configura-
tions may additionally or alternatively be used to implement
embodiments of the present invention. Accordingly, it will be
understood that various devices, components, and/or ele-
ments depicted and/or described as being in communication
with each other may, for example, be embodied within a
single device or distributed across multiple devices.

Referring now to FIG. 3, the apparatus 300 for providing
individual-specific content management according to some
example embodiments of the present invention may include
or otherwise be in communication with a processor 302, a
communication interface 306, and a memory device 304. As
described below and as indicated by the dashed lines in FIG.
3, the apparatus 300 may also include a user interface 308,
such as when the apparatus 300 is embodied by or otherwise
associated with the user device 150. In some embodiments,
the processor 302 (and/or co-processors or other processing
circuitry assisting or otherwise associated with the processor
302) may be in communication with the memory device 304
via a bus configured to pass information among components
of the apparatus 300. The memory device 304 may, for
example, include one or more volatile and/or non-volatile
memories. The memory device 304 may be configured to
store information, data, content, applications, instructions, or
the like, for enabling the apparatus 300 to carry out various
functions in accordance with an example embodiment of the
present invention. For example, the memory device 304 may
be configured to store instructions, such as program code
instructions, that, when executed by the processor 302, cause
the apparatus 300 to carry out various operations.

The processor 302 may be embodied in a number of dif-
ferent ways. For example, the processor 302 may be embod-
ied as one or more of a variety of hardware processing means
such as a coprocessor, a microprocessor, a controller, a digital
signal processor (DSP), a processing element with or without
an accompanying DSP, or various other processing circuitry
including integrated circuits such as, for example, an ASIC
(application specific integrated circuit), an FPGA (field pro-
grammable gate array), a microcontroller unit (MCU), a hard-
ware accelerator, a special-purpose computer chip, or the like.
As such, in some embodiments, the processor 302 may
include one or more processing cores configured to perform
independently. A multi-core processor may enable multipro-
cessing within a single physical package. Additionally or
alternatively, the processor 302 may include one or more
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processors configured in tandem via the bus to enable inde-
pendent execution of instructions, pipelining and/or multi-
threading.

In an example embodiment, the processor 302 may be
configured to execute instructions stored in the memory
device 304 or otherwise accessible to the processor 302.
Alternatively or additionally, the processor 302 may be con-
figured to execute hard coded functionality. As such, whether
configured by hardware or software methods, or by a combi-
nation thereof, the processor 302 may represent an entity
(e.g., physically embodied in circuitry) capable of perform-
ing operations according to an embodiment of the present
invention while configured accordingly. Thus, for example,
when the processor 302 is embodied as an ASIC, FPGA or the
like, the processor 302 may be specifically configured hard-
ware for conducting the operations described herein. Alter-
natively, as another example, when the processor 302 is
embodied as an executor of software instructions, the instruc-
tions may specifically configure the processor 302 to perform
the algorithms and/or operations described herein when the
instructions are executed. However, in some cases, the pro-
cessor 302 may be a processor of a specific device (e.g. the
user device 150, management server 130, and/or resource
server 110) configured to employ an embodiment of the
present invention by further configuration of the processor
302 by instructions for performing the algorithms and/or
operations described herein. The processor 302 may include,
among other things, a clock, an arithmetic logic unit (ALU)
and logic gates configured to support operation of the proces-
sor 302.

The communication interface 306 may be any means such
as a device or circuitry embodied in either hardware or a
combination of hardware and software that is configured to
receive and/or transmit data from/to a network, such as the
network 140, and/or any other device or module in commu-
nication with the apparatus 300. In this regard, the commu-
nication interface 306 may include, for example, an antenna
(or multiple antennas) and supporting hardware and/or soft-
ware for enabling communications with a wireless commu-
nication network. Additionally or alternatively, the commu-
nication interface 306 may include the circuitry for
interacting with the antenna(s) to cause transmission of sig-
nals via the antenna(s) or to handle receipt of signals received
via the antenna(s). Additionally or alternatively, the commu-
nication interface 306 may include one or more antennas,
supporting hardware and/or software, and/or supporting cir-
cuitry for receiving and/or transmitting signals according to
any short-range communication protocols and/or standards,
such as, for example, NFC, Bluetooth, and/or BLE. In some
environments, the communication interface 306 may alterna-
tively or also support wired communication. As such, for
example, the communication interface 306 may include a
communication modem and/or other hardware/software for
supporting communication via cable, digital subscriber line
(DSL), universal serial bus (USB) or other mechanisms.

In some embodiments, such as instances in which the appa-
ratus 300 is embodied by or otherwise associated with the
user device 150, the apparatus 300 may include a user inter-
face 308 in communication with the processor 302 to receive
indications of user input and/or to cause audible, visual,
mechanical or other output to be provided to the user. As such,
the user interface 308 may, for example, include a keyboard,
amouse, a joystick, a display, a touch screen, touch areas, soft
keys, a microphone, a speaker, a BCI, or other input/output
mechanisms and/or devices, such as any of those discussed
above in the context of the input/output interfaces 225, 230
depicted in FIG. 2. The processor 302 may be configured to
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control one or more functions of one or more user interface
elements through computer program instructions (e.g. soft-
ware and/or firmware) stored on a memory accessible to the
processor 302 (e.g. memory device 304). In other embodi-
ments, however, such as in instances in which the apparatus
300 is embodied by the management server 130 and/or
resource server 110, the apparatus 300 may not include a user
interface 308.

It will be further understood that in embodiments in which
the apparatus 300 is embodied by or otherwise associated
with the user device 150, the memory device 304 may, for
example, be embodied by the memory 210 depicted in FIG. 2;
the processor 302 may, for example, be embodied by the
processor 205 depicted in FIG. 2; the user interface 308 may,
for example, be embodied by the input and/or output inter-
faces 225, 230 depicted in FIG. 2; and/or the communication
interface 306 may, for example, be embodied by one or more
of the communications ports 220A-C depicted in FIG. 2.

Referring now to FIGS. 4, 5, 6, 7, 8 and 9, various opera-
tions of an example embodiment of the present invention are
depicted. As discussed below, the operations of FIGS. 4, 5, 6,
7, 8 and/or 9 may be performed by one or more apparatuses,
such as the apparatus 300 depicted in FIG. 3, embodied by or
otherwise associated with one or more of the user device 150,
management server 130, and/or resource server 110 depicted
in FIG. 1, so as to provide user device 150 management
capabilities, such as securely authorizing access to remote
resources 258.

In this regard, and turning first to FIG. 4, the apparatus 300
embodied by or otherwise associated with the management
server 130, resource server 110, and/or user device 150 may,
according to some example embodiments, include means,
such as the processor 302, the memory 304, the communica-
tion interface 306, and/or the like, for executing the opera-
tions (“stages”) of FIG. 4, namely stages 405, 410, 415, 420,
425,430, and 435. In certain embodiments, at least one stage
of FIG. 4 may be performed by the management server 130,
such as via the management service 132 executed by the
management server 130. Additionally or alternatively, at least
one stage of FIG. 4 may be performed by the user device 150,
such as via the agent application 152 executed by the user
device 150.

Optionally beginning with stage 405, a communicative
coupling with a resource server 110 to which a user device
150 is communicatively coupled may be established. More
specifically, prior to stage 405, a resource access application
154 executed by a user device 150 may have established a
communicatively coupling to a resource service 112 executed
by aresource server 110 in an attempt to access resources 258
hosted by the resource server 110, such as resources 258
stored within the resource store 114 of the resource server
110. Subsequently, here in stage 405, a communicative cou-
pling may be established, for instance, between the resource
server 110 and another element of the operating environment
100. In certain embodiments, the communicative coupling
established in stage 405 may be established between a man-
agement service 132 executed by a management server 130
and the resource service 112 executed by the resource server
110. In some embodiments, the communicative coupling
established in stage 405 may be established between an agent
application 152 executed by the user device 150 and the
resource service 112 executed by the resource server 110.

In any case, the communicative coupling may be estab-
lished with the resource server 110 to which the user device
150 is communicatively coupled via a secure communication
channel over the network 140, such as HTTPS and/or the like.
The communicative coupling may be established via APIs
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specific to the resource service 112, such that the manage-
ment service 132 and/or agent application 152 may commu-
nicate with and/or transmit instructions to the resource ser-
vice 112. Additionally and/or alternatively, the
communicative coupling may be established via APIs spe-
cific to the management service 132 and/or agent application
152, such that the resource service 112 may communicate
with and/or transmit instructions to the management service
132 and/or agent application 152. Data transmitted via the
communicative coupling may be encrypted, for instance
using AES-256 encryption, to ensure that the data in transit
over the communicative coupling cannot be intercepted and
deciphered by a malicious application and/or device.

Optionally, then in stage 410, initial management of the
user device 150 communicatively coupled to the resource
server 110 may be provided. While stage 410 will be
described in further detail with regard to FIGS. 5 and 6, initial
management of the user device 150 communicatively
coupled to the resource server 110 generally relates to issuing
amanagement identifier 256 to the user device 150. In certain
embodiments, the issuance of the management identifier 256
to the user device 150 may be predicated based on whether the
user device 150 is authorized to be issued a management
identifier 256, which may be based on whether the user device
150 is managed, such as by the management service 132
executed by the management server 130, and/or whether the
user device 150 satisfies certain compliance rules 260.

Then, in stage 415, a request to determine whether the user
device 150 communicatively coupled to the resource server
110 is authorized to access at least one resource 258 hosted by
the resource server 110 is received. Such a request to deter-
mine whether the user device 150 is authorized to access
resources 258 hosted by the resource server 110 may be
received, for instance, as a result of the resource server 110
not knowing the identity and/or characteristics of the user
device 150, which may factor into the determination of
whether the user device 150 is authorized. Additionally or
alternatively, such a request to determine whether the user
device 150 is authorized to access resources 258 hosted by the
resource server 110 may be received, for example, as a result
of'the resource server 110 knowing that another party, and/or
element of the operating environment 100, may have further
information on the identity and/or characteristics of the user
device 150.

In certain embodiments, the request to determine whether
the user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may be received from the resource ser-
vice 112 executed by the resource server 110. In some
embodiments, the request may be received from the resource
service 112 by the management service 132 executed by the
management server 130. Additionally or alternatively, the
request may be received from the resource service 112 by the
agent application 152 executed by the user device 150. In any
case, the request may be received via a communicative cou-
pling established with the remote server 110 to which the user
device 150 is communicatively coupled, which may have
been established in stage 405.

In certain embodiments, the request to determine whether
the user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may include a management identifier
256, which may have been issued to the user device 150
amongst the operations of stage 410. Additionally, the request
may include a device profile 252 associated with the user
device 150. Moreover, the request may include user data 254
associated with a user of the user device 150. In any case, the
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request and/or data included therein may provide a basis, at
least in part, for determining whether the user device 150
communicatively coupled to the remote server 110 is autho-
rized to access resources 258 hosted by the remote server 110.

Then, in stage 420, a determination of whether the user
device 150 communicatively coupled to the resource server
110 is authorized to access resources 258 hosted by the
resource server 110 is made. While stage 420 will be
described in further detail with regard to FIG. 7, in certain
embodiments, the determination of whether the user device
150 communicatively coupled to the resource server 110 is
authorized to access resources 258 hosted by the resource
server 110 may be predicated based on whether the user
device 150 has been issued a management identifier 256.
Additionally or alternatively, the determination of whether
the user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may be predicated based on whether the
user device 150 satisfies certain compliance rules 260.

Responsive to a determination in stage 420 that the user
device 150 communicatively coupled to the resource server
110 is authorized to access resources 258 hosted by the
resource server 110, the process may proceed to stage 425. In
stage 425, a response indicating that the user device 150
communicatively coupled to the resource server 110 is autho-
rized to access resources 258 hosted by the resource server
110 may be provided.

In certain embodiments, the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may be provided to the resource service
112 executed by the resource server 110. In some embodi-
ments, the response may be provided to the resource service
112 by the management service 132 executed by the manage-
ment server 130. Additionally or alternatively, the response
may be provided to the resource service 112 by the agent
application 152 executed by the user device 150. In any case,
the response may be provided via a communicative coupling
established with the remote server 110 to which the user
device 150 is communicatively coupled, which may have
been established in stage 405.

In certain embodiments, the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may include an indication that the user
device 150 has been issued a management identifier 256.
Additionally or alternatively, the response may include an
indication that a management identifier 256 that has been
issued to the user device 150 is a valid and/or authentic
management identifier 256. In some embodiments, the
response may further indicate that the user device 150 satis-
fies certain compliance rules 260 required for the user device
150 to be authorized to access resources 258 hosted by the
resource server 110.

In certain embodiments, the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may specity certain resources 258 that the
user device 150 is authorized to access. For instance, the
response may specify that the user device 150 is authorized to
access certain resources 258 specific to an enterprise associ-
ated with the user device 150. In some embodiments, the
response may further specify certain resources 258 that the
user device is not authorized to access. For example, the
response may specify that the user device 150 is only autho-
rized to access certain resources 258 specific to an enterprise
associated with the user device 150 and not certain resources
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258 that are associated with enterprises that are not associated
with the user device 150. Additionally, in certain embodi-
ments, the response may indicate the basis for why the user
device 150 is authorized to access certain resources 258 and/
or the basis for why the user device 150 is not authorized to
access certain resources 258. For instance, the response may
specify that the user device 150 is not authorized to access
certain resources 258 because while the user device 150 was
issued a valid management identifier 256 the user device 150
does not comply with certain compliance rules 258. Thus, the
response may include granular indications of which resources
258 the user device 150 is authorized to access and granular
indications of why the user device 150 is and/or is not autho-
rized to access certain resources 258. Once a response indi-
cating that the user device 150 communicatively coupled to
the resource server 110 is authorized to access resources 258
hosted by the resource server 110 is provided, the stages of
FIG. 4 may end.

Returning to stage 420, responsive to a determination in
stage 420 that the user device 150 communicatively coupled
to the resource server 110 is not authorized to access
resources 258 hosted by the resource server 110, the process
may proceed to stage 430. In stage 425, a response indicating
that the user device 150 communicatively coupled to the
resource server 110 is not authorized to access resources 258
hosted by the resource server 110 may be provided.

In certain embodiments, the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is not authorized to access resources 258 hosted by
the resource server 110 may be provided to the resource
service 112 executed by the resource server 110. In some
embodiments, the response may be provided to the resource
service 112 by the management service 132 executed by the
management server 130. Additionally or alternatively, the
response may be provided to the resource service 112 by the
agent application 152 executed by the user device 150. In any
case, the response may be provided via a communicative
coupling established with the remote server 110 to which the
user device 150 is communicatively coupled, which may have
been established in stage 405.

In certain embodiments, the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is not authorized to access resources 258 hosted by
the resource server 110 may include an indication that the
user device 150 has not been issued a management identifier
256. Additionally or alternatively, the response may include
an indication that a management identifier 256 that has been
issued to the user device 150 is not a valid and/or authentic
management identifier 256. In some embodiments, the
response may further indicate that the user device 150 does
not satisty certain compliance rules 260 required for the user
device 150 to be authorized to access resources 258 hosted by
the resource server 110.

In certain embodiments, the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is authorized to access resources 258 hosted by the
resource server 110 may specity certainresources 258 that the
user device 150 is not authorized to access. For instance, the
response may specify that the user device 150 is not autho-
rized to access certain resources 258 specific to an enterprise
that is not associated with the user device 150. In some
embodiments, the response may further specify certain
resources 258 that the user device is authorized to access. For
example, the response may specify that the user device 150 is
only authorized to access certain resources 258 specific to an
enterprise associated with the user device 150 and not certain
resources 258 that are associated with enterprises that are not
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associated with the user device 150. Additionally, in certain
embodiments, the response may indicate the basis for why the
user device 150 is not authorized to access certain resources
258 and/or the basis for why the user device 150 is authorized
to access certain resources 258. For instance, the response
may specify that the user device 150 is not authorized to
access certain resources 258 because while the user device
150 was not issued a valid management identifier 256 the user
device 150 does comply with certain compliance rules 258.
Thus, the response may include granular indications of which
resources 258 the user device 150 is not authorized to access
and granular indications of why the user device 150 is not
and/or is authorized to access certain resources 258. Once a
response indicating that the user device 150 communicatively
coupled to the resource server 110 is not authorized to access
resources 258 hosted by the resource server 110 is provided,
the stages of FIG. 4 may end.

Optionally, in stage 435, at least one remedial action may
be caused to be performed following the providing of the
indication that the user device 150 communicatively coupled
to the resource server 110 is not authorized to access
resources 258 hosted by the resource server 110. In certain
embodiments, causing remedial actions to be performed may
include performing the remedial actions, such as by pushing
configuration profiles to the user device 150 that perform
actions on the user device 150. In some embodiments, caus-
ing remedial actions to be performed may include instructing
another party, and/or element of operating environment 100,
to perform the remedial actions, such as by instructing the
agent application 152 executed by the user device 150 to
perform certain actions on the user device 150.

In any case, in certain embodiments, remedial actions may
include causing the user device 150 communicatively
coupled to the resource server 110 to become authorized to
access the resources 258 hosted by the resource server 110.
Depending on the conditions required for being authorized to
access the resources 258 hosted by the resource server 110,
one or more remedial actions may required to place the user
device 150 in an authorized state. For instance, the user device
150 communicatively coupled to the resource server 110 may
become managed by the management service 132 executed
by the management server 130, such as by enrolling the user
device 150 into the management service 132. Additionally or
alternatively, the user device 150 communicatively coupled
to the resource server 110 may be issued a management
identifier 256, such as through enrollment of the user device
150 into the management service 132.

Further, additionally or alternatively, the user device 150
communicatively coupled to the resource server 110 may be
modified so that the user device 150 satisfies certain compli-
ance rules 260. More specifically, the user device 150 may be
configured and/or instructed over the air, such as via API calls
to the operating system 215 of the user device 150 and/or the
agent application 152 executed by the user device 150, in such
a manner that the conditions of the compliance rules 258
become satisfied. As an example, certain hardware settings,
such as location services settings, might be modified, such as
toggling location services to disabled, by transmitting a con-
figuration profile from the management service 132 to the
user device 150 that places the user device 150 in a state that
satisfies a compliance rule 260, such as a compliance rule 260
that prohibits having location services enabled. Once the
remedial actions are caused to be performed, the stages of
FIG. 4 may end.

A real-world example involving securely authorizing
access to remote resources may be useful to understand the
above concepts. An employee of an enterprise may be pro-
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vided a smartphone for use within her employment. The 1T
policy at the enterprise may require that smartphones used for
enterprise purposes be managed by a management service
132 administrated by the IT team of the enterprise. When the
smartphone is provided to the employee, the IT team may
enroll the smartphone into the management service 132 to
satisfy the IT policy. As a part of using the smartphone for
enterprise purposes, the employee may need to utilize a
resource access application 154 that relies on certain
resources 258 hosted by a cloud-based resource server 110.
The cloud-based resource server 110 may not know whether
the smartphone is authorized to access the hosted resource
258 and/or may have been instructed to rely on the manage-
ment service’s 132 determination of whether the smartphone
is authorized to access the hosted resources 258.

Accordingly, the cloud-based resource server 110 may
request that the management service 132 make a determina-
tion of whether the smartphone is authorized to access the
hosted resources 258. The management service 132 may
determine whether the smartphone has been issued a man-
agement identifier 256, which may have occurred during
enrollment of the smartphone into the management service
132. More specifically, the management service 132 may
query its management record store 136 to identify a manage-
ment record associated with the smartphone and determine
whether it contains the management identifier. Additionally
or alternatively, if the smartphone provided the cloud-based
resource server 110 with a management identifier when
requesting to access the hosted resources 258, then the man-
agement service 132 may request that the cloud-based
resource server 110 provide the management identifier to the
management service 132 for validation. Depending on the
requirements for authorization configured by the IT team
administrating the management service 132, the management
service 132 may further make a determination of whether the
smartphone satisfies compliance rules 260 configured by the
IT team administrating the management service 132.

Inresponse to the management service 132 confirming that
the smartphone is authorized to access the hosted resources
258, the management service 132 may notify the cloud-based
resource server 110 that the smartphone is authorized. In such
a scenario, the cloud-based resource server 110 may rely on
the confirmation of authorization provided by the manage-
ment service 132 in proceeding to transmit the hosted
resources 258 to the smartphone for use in its execution of the
resource access application 154. On the contrary, in response
to the management service 132 deciding that the smartphone
is not authorized to access the hosted resources 258, the
management service 132 may notify the cloud-based
resource server 110 that the smartphone is not authorized. In
such a scenario, the cloud-based resource server 110 may rely
on the denial of authorization provided by the management
service 132 in denying the transmission of the hosted
resources 258 to the smartphone. Additionally, the manage-
ment service 132 may reconfigure the smartphone by trans-
mitting configuration policies and/or instructions to the
smartphone that modify the smartphone in a manner which
makes the smartphone authorized, at which time the cloud-
based resource server 110 may be further notified that the
smartphone has been made authorized and which may trigger
a transmission of the hosted resources 258 from the cloud-
based resource server 110 to the smartphone for using in its
execution of the resource access application 154.

Having thus described various functionality that may be
provided in association with a compliance server 130 and/or
a resource server 110, attention will be turned to FIG. 5 to
discuss corresponding functionality that may be provided in
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association with a user device 150. In this regard, the appa-
ratus 300 embodied by or otherwise associated with the man-
agement server 130, resource server 110, and/or user device
150 may, according to some example embodiments, include
means, such as the processor 302, the memory 304, the com-
munication interface 306, and/or the like, for executing the
operations (“stages”) of FIG. 5, namely stages 410A, 4108,
410C, 410D, and 410E. In certain embodiments, at least one
stage of FIG. 5 may be performed by the management server
130, such as via the management service 132 executed by the
management server 130. Additionally or alternatively, at least
one stage of FIG. 5 may be performed by the user device 150,
such as via the agent application 152 executed by the user
device 150.

As previously stated, FIG. 5 provides a detailed description
of the sub-operations of stage 410 of FIG. 4, which provided
initial management of the user device 150 communicatively
coupled to the resource server 110. Beginning with stage
410A, an indication that the user device 150 communicatively
coupled to the resource server 110 has not been issued a
management identifier 256 may be received. In certain
embodiments, the indication that the user device 150 com-
municatively coupled to the resource server 110 has not been
issued a management identifier 256 may be received from the
resource service 112 executed by the resource server 110. In
some embodiments, the request may be received from the
resource service 112 by the management service 132
executed by the management server 130. For instance, the
resource service 112 may determine that a request transmitted
by the user device 150 for access to resources 258 did not
include a management identifier 256, and may provide such
information to the management service 132 so that the man-
agement service 132 may determine whether it should issue a
management identifier 256 to the user device 150. Addition-
ally or alternatively, the request may be received from the
resource service 112 by the agent application 152 executed by
the user device 150. In any case, the request may be received
via a communicative coupling established with the remote
server 110 to which the user device 150 is communicatively
coupled, which may have been established in stage 405 of
FIG. 4.

In certain embodiments, the indication that the user device
150 communicatively coupled to the resource server 110 has
not been issued a management identifier 256 may include a
device profile 252 associated with the user device 150. More-
over, the indication may include user data 254 associated with
auser ofthe user device 150. In any case, the indication and/or
data included therein may provide a basis, at least in part, for
determining whether the user device 150 communicatively
coupled to the remote server 110 is authorized to be issued a
management identifier 256.

Then, in stage 410B, a determination of whether the user
device 150 communicatively coupled to the resource server
110 is authorized to be issued a management identifier 256 is
made. While stage 410B will be described in further detail
with regard to FIG. 6, in certain embodiments, the determi-
nation of whether the user device 150 communicatively
coupled to the resource server 110 is authorized to be issued
a management identifier 256 may be predicated based on
whether the user device 150 is managed, such as by the
management service 132 executed by the management server
130. Additionally or alternatively, the determination of
whether the user device 150 communicatively coupled to the
resource server 110 is authorized to be issued a management
identifier 256 may be predicated based on whether the user
device 150 satisfies certain compliance rules 260.
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Responsive to a determination in stage 410B that the user
device 150 communicatively coupled to the resource server
110 is authorized to be issued a management identifier 256,
the process may proceed to stage 410C. In stage 410C, a
management identifier 256 is issued to the user device 150
communicatively coupled to the resource server 110. In cer-
tain embodiments, issuing a management identifier 256 to the
user device 150 may include generating the management
identifier 256. As previously described, the management
identifier 256 may be generated at least in part based on an
element distinct from the user device 150, such as a random
number, so that the user device 150 cannot replicate the
management identifier 256 without the assistance of the
issuer of the management identifier 256. In some embodi-
ments, the management service 132 executed by the manage-
ment server 130 may generate the management identifier 256
for the user device 150. For instance, the management iden-
tifier 256 may be issued to and/or generated for the user
device 150 during enrollment of the user device 150 into the
management service 132. In some embodiments, the agent
application 152 executed by the user device 150 may generate
the management identifier 256 for the user device 150.

In certain embodiments, the management identifier 256
issued to the user device 150 may be stored and/or logged in
the management identifier store 136 of the management
server 130. Additionally or alternatively, issuing a manage-
ment identifier 256 to the user device 150 may include adding
the management identifier 256 to a management record asso-
ciated with the user device 150, such as within the manage-
ment record store 134. Yet additionally or alternatively, the
user device 150 communicatively coupled to the resource
server 110 may be provided with access to the management
identifier 258 issued to the user device 150. For instance, the
management identifier 258 may be provided to the resource
access application 154 executed by the user device 150 such
that the resource access application 154 may include the
management identifier 258 in requests for access to resources
258 hosted by the resource server 110. Once a management
identifier 256 is issued to the user device 150 communica-
tively coupled to the resource server 110, the stages of FIG. 5
may end, such as by proceeding to stage 415.

Optionally, then in stage 410D, the user device 150 com-
municatively coupled to the resource server 110 may be pro-
vided with an application configured to access resources 258
hosted by the resource server 110. In certain embodiments,
the application configured to access resources 258 hosted by
the resource server 110 may include the resource access
application 154. In some embodiments, the user device 150
may be provided with the resource access application 154,
such as via a download from an application store. Addition-
ally or alternatively, the resource access application 154 may
be configured to access resources 258 hosted by the resource
server 110. For example, an application configuration profile
may be provided to the user device 150 that enables the
resource access application 154 to establish a communicative
coupling with the resource service 112 executed by the
resource server 110. In some instances, the application con-
figuration profile may be transmitted via the application con-
figuration channel supported by Apple i0S7. Once the user
device 150 communicatively coupled to the resource server
110 is provided with an application configured to access
resources 258 hosted by the resource server 110, the stages of
FIG. 5 may end, such as by proceeding to stage 415.

Returning to stage 410B, responsive to a determination in
stage 4108 that the user device 150 communicatively coupled
to the resource server 110 is not authorized to be issued a
management identifier 256, the process may proceed to stage
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410E. In stage 410E, at least one remedial action may be
caused to be performed. In certain embodiments, causing
remedial actions to be performed may include performing the
remedial actions, such as by pushing configuration profiles to
the user device 150 that perform actions on the user device
150. In some embodiments, causing remedial actions to be
performed may include instructing another party, and/or ele-
ment of operating environment 100, to perform the remedial
actions, such as by instructing the agent application 152
executed by the user device 150 to perform certain actions on
the user device 150.

In any case, in certain embodiments, remedial actions may
include causing the user device 150 communicatively
coupled to the resource server 110 to become authorized to
access the resources 258 hosted by the resource server 110.
Depending on the conditions required for being authorized to
access the resources 258 hosted by the resource server 110,
one or more remedial actions may required to place the user
device 150 in an authorized state. For instance, the user device
150 communicatively coupled to the resource server 110 may
become managed by the management service 132 executed
by the management server 130, such as by enrolling the user
device 150 into the management service 132. Additionally or
alternatively, the user device 150 communicatively coupled
to the resource server 110 may be issued a management
identifier 256, such as through enrollment of the user device
150 into the management service 132.

Further, additionally or alternatively, the user device 150
communicatively coupled to the resource server 110 may be
modified so that the user device 150 satisfies certain compli-
ance rules 260. More specifically, the user device 150 may be
configured and/or instructed over the air, such as via API calls
to the operating system 215 of the user device 150 and/or the
agent application 152 executed by the user device 150, in such
a manner that the conditions of the compliance rules 258
become satisfied. As an example, certain software settings,
such as encryption settings, might be modified, such as tog-
gling encryption to enabled, by transmitting a configuration
profile from the management service 132 to the user device
150 that places the user device 150 in a state that satisfies a
compliance rule 260, such as a compliance rule 260 that
requires having encryption enabled. Once the remedial
actions are caused to be performed, the stages of FIG. 5 may
end, such as by proceeding to stage 415.

Having thus described various functionality that may be
provided in association with a compliance server 130 and/or
a resource server 110, attention will be turned to FIG. 6 to
discuss corresponding functionality that may be provided in
association with a user device 150. In this regard, the appa-
ratus 300 embodied by or otherwise associated with the man-
agement server 130, resource server 110, and/or user device
150 may, according to some example embodiments, include
means, such as the processor 302, the memory 304, the com-
munication interface 306, and/or the like, for executing the
operations (“stages”) of FIG. 6, namely stages 410B1 and
410B2. In certain embodiments, at least one stage of FIG. 6
may be performed by the management server 130, such as via
the management service 132 executed by the management
server 130. Additionally or alternatively, at least one stage of
FIG. 6 may be performed by the user device 150, such as via
the agent application 152 executed by the user device 150.

As previously stated, FIG. 6 provides a detailed description
of the sub-operations of stage 410B of FIG. 5, which deter-
mined whether the user device 150 communicatively coupled
to the resource server 110 is authorized to be issued a man-
agement identifier 256. Beginning with stage 410B1, a deter-
mination of whether the user device 150 communicatively
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coupled to the resource server 110 is managed is made. In
certain embodiments, the user device 150 communicatively
coupled to the resource server 110 may be managed by the
management service 132 executed by the management server
130. In some embodiments, the user device 150 may be
managed by the management service 132 if the user device
150 is enrolled into the management service 132. Addition-
ally or alternatively, the user device 150 may be managed by
the management service 132 if an agent application 152
executed by the user device 150 is communicatively coupled
to the management service 132. Once the determination of
whether the user device 150 communicatively coupled to the
resource server 110 is authorized to be issued a management
identifier 256 is made, the stages of FIG. 6 may end, such as
by proceeding to stage 410C if the user device 150 is autho-
rized to be issued a management identifier 256 or by proceed-
ing to stage 410E if the user device 150 is not authorized to be
issued a management identifier 256.

Optionally, next in stage 410B2, a determination of
whether the user device 150 communicatively coupled to the
resource server 110 satisfies certain compliance rules 260 is
made. In certain embodiments, the management service 132
executed by the management server 130 may make the deter-
mination of whether the user device 150 satisfies the compli-
ance rules 260. In some embodiments, the agent application
152 executed by the user device 150 may make the determi-
nation of whether the user device 150 satisfies the compliance
rules 260. In any case, the determination of whether the user
device 150 satisfies the compliance rules 260 may be made
based at least in part on whether the device profile 252 asso-
ciated with the user device 150 indicates that the user device
150 satisfies the conditions required for the compliance rules
260 to be satisfied. Additionally or alternatively, the determi-
nation of whether the user device 150 satisfied the compliance
rules 260 may be made based at least in part on whether the
user data 254 associated with a user of the user device 1509
indicates that the user of the user device 150 satisfies the
conditions required for the compliance rules 260 to be satis-
fied. Once the determination of whether the user device 150
communicatively coupled to the resource server 110 is autho-
rized to be issued a management identifier 256 is made, the
stages of FIG. 6 may end, such as by proceeding to stage 410C
ifthe user device 150 is authorized to be issued a management
identifier 256 or by proceeding to stage 410E if the user
device 150 is not authorized to be issued a management
identifier 256.

Having thus described various functionality that may be
provided in association with a compliance server 130 and/or
a resource server 110, attention will be turned to FIG. 7 to
discuss corresponding functionality that may be provided in
association with a user device 150. In this regard, the appa-
ratus 300 embodied by or otherwise associated with the man-
agement server 130, resource server 110, and/or user device
150 may, according to some example embodiments, include
means, such as the processor 302, the memory 304, the com-
munication interface 306, and/or the like, for executing the
operations (“stages”) of FIG. 7, namely stages 420A and
420B. In certain embodiments, at least one stage of FIG. 7
may be performed by the management server 130, such as via
the management service 132 executed by the management
server 130. Additionally or alternatively, at least one stage of
FIG. 7 may be performed by the user device 150, such as via
the agent application 152 executed by the user device 150.

As previously stated, FIG. 7 provides a detailed description
of the sub-operations of stage 420 of FIG. 4, which deter-
mined whether the user device 150 communicatively coupled
to the resource server 110 is authorized to access resources
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258 hosted by the resource server 100. Beginning with stage
410B1, a determination of whether the user device 150 com-
municatively coupled to the resource server 110 has been
issued a management identifier 256 is made. In certain
embodiments, the user device 150 communicatively coupled
to the resource server 110 may have been issued a manage-
ment identifier 256 if the user device 150 is enrolled into the
management service 132 executed by the management server
130, as a management identifier 258 may have been issued to
the user device 150 during enrollment into the management
service 132. In some embodiments, the management identi-
fier store 136 of the management server 130 may be queried
to determine whether a management identifier 256 associated
with the user device 150 is stored therein. Additionally or
alternatively, the management record store 134 of the man-
agement server 130 may be queried to determine whether a
management identifier 256 is included in a management
record associated with the user device 150 stored therein.
Once the determination of whether the user device 150 com-
municatively coupled to the resource server 110 is authorized
to be access resources 258 hosted by the resource server 110
is made, the stages of FIG. 7 may end, such as by proceeding
to stage 425 if the user device 150 is authorized to be access
resources 258 hosted by the resource server 110 or by pro-
ceeding to stage 430 if the user device 150 is not authorized to
be access resources 258 hosted by the resource server 110.
Optionally, next in stage 420B, a determination of whether
the user device 150 communicatively coupled to the resource
server 110 satisfies certain compliance rules 260 is made. In
certain embodiments, the management service 132 executed
by the management server 130 may make the determination
of whether the user device 150 satisfies the compliance rules
260. In some embodiments, the agent application 152
executed by the user device 150 may make the determination
of whether the user device 150 satisfies the compliance rules
260. In any case, the determination of whether the user device
150 satisfies the compliance rules 260 may be made based at
least in part on whether the device profile 252 associated with
the user device 150 indicates that the user device 150 satisfies
the conditions required for the compliance rules 260 to be
satisfied. Additionally or alternatively, the determination of
whether the user device 150 satisfied the compliance rules
260 may be made based at least in part on whether the user
data 254 associated with a user of the user device 1509 indi-
cates that the user of the user device 150 satisfies the condi-
tions required for the compliance rules 260 to be satisfied.
Once the determination of whether the user device 150 com-
municatively coupled to the resource server 110 is authorized
to be access resources 258 hosted by the resource server 110
is made, the stages of FIG. 7 may end, such as by proceeding
to stage 425 if the user device 150 is authorized to be access
resources 258 hosted by the resource server 110 or by pro-
ceeding to stage 430 if the user device 150 is not authorized to
be access resources 258 hosted by the resource server 110.
Having thus described various functionality that may be
provided in association with a compliance server 130 and/or
a resource server 110, attention will be turned to FIG. 8 to
discuss corresponding functionality that may be provided in
association with a user device 150. In this regard, the appa-
ratus 300 embodied by or otherwise associated with the man-
agement server 130, resource server 110, and/or user device
150 may, according to some example embodiments, include
means, such as the processor 302, the memory 304, the com-
munication interface 306, and/or the like, for executing the
operations (“stages”) of FIG. 8, namely stages 805, 810, 815,
820, 825, 830, and 835. In certain embodiments, at least one
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stage of FIG. 8 may be performed by the resource server 110,
such as via the resource service 112 executed by the resource
server 110.

Optionally beginning with stage 805, a communicative
coupling to a management service 132 executed by a man-
agement server 130 may be established. Additionally or alter-
natively, a communicative coupling to an agent application
152 executed by a user device 150 may be established. In any
case, the communicative coupling may be established via a
secure communication channel over the network 140, such as
HTTPS and/or the like. The communicative coupling may be
established via APIs specific to the resource service 112, such
that the management service 132 and/or agent application
152 may communicate with and/or transmit instructions to
the resource service 112. Additionally and/or alternatively,
the communicative coupling may be established via APIs
specific to the management service 132 and/or agent applica-
tion 152, such that the resource service 112 may communi-
cate with and/or transmit instructions to the management
service 132 and/or agent application 152. Data transmitted
via the communicative coupling may be encrypted, for
instance using AES-256 encryption, to ensure that the data in
transit over the communicative coupling cannot be inter-
cepted and deciphered by a malicious application and/or
device.

Then, in stage 810, a request for access to hosted resources
258 may be received from a communicatively coupled user
device 150. In certain embodiments, the request for access to
hosted resources 258 may be a general request for resources
258, such that the user device 150 seeks access to resources
258 that the resource service 110 determines are appropriate
for the user device 150. In some embodiments, the request for
access to hosted resources 258 may be a specific request for
resources 258, such that the request designates which
resources 258 the user device 150 seeks to access. In any case,
the request may include a management identifier 256 that has
been issued to the user device 150. Additionally or alterna-
tively, the request may include a device profile 252 associated
with the user device 150 and/or user data 254 associated with
a user of the user device 150, which may be relied upon to
determine whether the user device 150 satisfies certain com-
pliance rules 260.

Next, in stage 815, a request to determine whether the user
device 150 is authorized to access the hosted resources 258
may be transmitted. In certain embodiments, the request to
determine whether the user device 150 is authorized to access
the hosted resources 258 may be transmitted to the manage-
ment service 132 executed by the management server 130. In
some embodiments, the request to determine whether the user
device 150 is authorized to access the hosted resources 258
may be transmitted to the agent application 152 executed by
the user device 150. In any case, the request may include a
management identifier 256 that has been issued to the user
device 150. Additionally or alternatively, the request may
include a device profile 252 associated with the user device
150 and/or user data 254 associated with a user of the user
device 150, which may be relied upon to determine whether
the user device 150 satisfies certain compliance rules 260.

Depending on the outcome of the determination of whether
the user device 150 communicatively coupled to the resource
server 110 is authorized to access the hosted resources 258,
the process may proceed from stage 815 to one of stage 820 or
stage 830. If it is determined that the user device 150 is
authorized to access the hosted resources 258, the process
may proceed to stage 820. On the contrary, if it is determined
that the user device 150 is authorized to access the hosted
resources 258, the process may proceed to stage 830.
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Inembodiments where it is determined that the user device
150 communicatively coupled to the resource server 110 is
authorized to access hosted resources 258, the process may
proceed to stage 820 where a response indicating that the user
device 150 is authorized to access the hosted resources 258
may be received. In certain embodiments, the response indi-
cating that the user device 150 is authorized to access the
hosted resources 258 may be received from the management
service 132 executed by the management service 130. In
some embodiments, the response indicating that the user
device 150 is authorized to access the hosted resources 258
may be received from the agent application 152 executed by
the user device 150. In any case, the response indicating that
the user device 150 is authorized to access the hosted
resources 258 may include an indication of why the user
device 150 is authorized. For instance, the indication may
specify that the user device 150 was issued a management
identifier 256. Additionally or alternatively, the indication
may specify that state of the user device 150 satisfies certain
compliance rules 260. Once the response indicating that the
user device 150 communicatively coupled to the resource
server 110 is authorized to access the hosted resources 258 is
received, the stages of FIG. 8 may end.

Optionally, subsequently in embodiments where it is deter-
mined that the user device 150 communicatively coupled to
the resource server 110 is authorized to access hosted
resources 258, the process may proceed to stage 825 where
the user device 150 communicatively coupled to the resource
server 110 may be authorized to access the hosted resources
258. In certain embodiments, the user device 150 communi-
catively coupled to the resource server 110 may be authorized
to access the hosted resources 258 by providing the user
device 150 communicatively coupled to the resource server
110 with access to the hosted resources 258. For instance, the
hosted resources 258 may be transmitted to the user device
150 communicatively coupled to the resource server 110 over
the network 140. In some embodiments, the user device 150
communicatively coupled to the resource server 110 may be
authorized to access the hosted resources 258 by instructing
an agent application 152 on the user device 150 to download
the hosted resource 258 from the resource server 110. Once
the user device 150 communicatively coupled to the resource
server 110 is authorized to access the hosted resources 258,
the stages of FIG. 8 may end.

Returning to stage 815, in embodiments where it is deter-
mined that the user device 150 communicatively coupled to
the resource server 110 is not authorized to access hosted
resources 258, the process may proceed to stage 820 where a
response indicating that the user device 150 is not authorized
to access the hosted resources 258 may be received. In certain
embodiments, the response indicating that the user device
150 is not authorized to access the hosted resources 258 may
bereceived from the management service 132 executed by the
management service 130. In some embodiments, the
response indicating that the user device 150 is not authorized
to access the hosted resources 258 may be received from the
agent application 152 executed by the user device 150. In any
case, the response indicating that the user device 150 is not
authorized to access the hosted resources 258 may include an
indication of why the user device 150 is not authorized. For
instance, the indication may specify that the user device 150
was not issued a management identifier 256. Additionally or
alternatively, the indication may specify that state of the user
device 150 does not satisfy certain compliance rules 260.
Once the response indicating that the user device 150 com-
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municatively coupled to the resource server 110 is not autho-
rized to access the hosted resources 258, the stages of FIG. 8
may end.

Optionally, subsequently in embodiments where it is deter-
mined that the user device 150 communicatively coupled to
the resource server 110 is not authorized to access hosted
resources 258, the process may proceed to stage 835 where
certain remedial actions may be caused to be performed. In
certain embodiments, causing remedial actions to be per-
formed may include performing the remedial actions, such as
by pushing configuration profiles to the user device 150 that
perform actions on the user device 150. In some embodi-
ments, causing remedial actions to be performed may include
instructing another party, and/or element of operating envi-
ronment 100, to perform the remedial actions, such as by
instructing the agent application 152 executed by the user
device 150 to perform certain actions on the user device 150.

In any case, in certain embodiments, remedial actions may
include causing the user device 150 communicatively
coupled to the resource server 110 to become authorized to
access the resources 258 hosted by the resource server 110.
Depending on the conditions required for being authorized to
access the resources 258 hosted by the resource server 110,
one or more remedial actions may required to place the user
device 150 in an authorized state. For instance, the user device
150 communicatively coupled to the resource server 110 may
become managed by the management service 132 executed
by the management server 130, such as by enrolling the user
device 150 into the management service 132. Additionally or
alternatively, the user device 150 communicatively coupled
to the resource server 110 may be issued a management
identifier 256, such as through enrollment of the user device
150 into the management service 132.

Further, additionally or alternatively, the user device 150
communicatively coupled to the resource server 110 may be
modified so that the user device 150 satisfies certain compli-
ance rules 260. More specifically, the user device 150 may be
configured and/or instructed over the air, such as via API calls
to the operating system 215 of the user device 150 and/or the
agent application 152 executed by the user device 150, in such
a manner that the conditions of the compliance rules 258
become satisfied. As an example, certain application settings,
such as containerization settings, might be modified, such as
toggling containerization to enabled, by transmitting a con-
figuration profile from the management service 132 to the
user device 150 that places the user device 150 in a state that
satisfies a compliance rule 260, such as a compliance rule 260
that requires having containerization of resources 258
enabled. In some embodiments, once the remedial actions are
caused to be performed, the process may proceed to stage 825
where the user device 150 is authorized to access the hosted
resources 258. Alternatively, once the remedial actions are
caused to be performed, the stages of FIG. 8 may end.

Having thus described various functionality that may be
provided in association with a compliance server 130 and/or
a resource server 110, attention will be turned to FIG. 9 to
discuss corresponding functionality that may be provided in
association with a user device 150. In this regard, the appa-
ratus 300 embodied by or otherwise associated with the man-
agement server 130, resource server 110, and/or user device
150 may, according to some example embodiments, include
means, such as the processor 302, the memory 304, the com-
munication interface 306, and/or the like, for executing the
operations (“stages”) of FIG. 9, namely stages 905, 910, 915,
920, and 925. In certain embodiments, at least one stage of
FIG. 9 may be performed by the user device 150. In some
embodiments, at least one stage of FIG. 9 may be performed
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via the agent application 152 executed by the user device 150.
Additionally or alternatively, at least one stage of FIG. 9 may
be performed via the resource access application 154
executed by the user device 150.

Optionally beginning with stage 905, a request to become
authorized to access resources 258 hosted by the resource
server 110 may be transmitted. In certain embodiments, the
request may be transmitted to the resource server 110, such as
to the resource service 112 executed by the resource server
110. In some embodiments, the request may be transmitted to
the management server 130, such as to the management ser-
vice 132 executed by the management server 130. In any case,
the request may include a device profile 252 associated with
the user device 150 and/or user data 254 associated with a
user of the user device 150, which may be relied upon to
determine whether the user device 150 satisfies certain com-
pliance rules 260. Additionally or alternatively, the request
may include a request to become managed by the manage-
ment service 132 executed by the management server 130.

Optionally next in stage 910, an application configured to
access resources 258 hosted by the resource server 110 may
be received. In certain embodiments, the application config-
ured to access resources 258 hosted by the resource server
110 may include the resource access application 154. In some
embodiments, the resource access application 154 may be
received via a download from an application store. Addition-
ally or alternatively, the resource access application 154 may
be configured to access resources 258 hosted by the resource
server 110. For example, an application configuration profile
may be provided that enables the resource access application
154 to establish a communicative coupling with the resource
service 112 executed by the resource server 110. In some
instances, the application configuration profile may be trans-
mitted via the application configuration channel supported by
Apple i0S7.

Next, in stage 915, an application configured to access
resources 258 hosted by the resource server 110 may be
executed. As described herein, the application configured to
access resources 258 hosted by the resource server 110 may
include the resource access application 154. In certain
embodiments, the application configured to access resources
258 hosted by the resource server 110 may be executed by
installing the application, such as once the application is
received in stage 910. In some embodiments, the application
configured to access resources 258 hosted by the resource
server 110 may be executed by launching the application
and/or running the application, which may be accomplished
via a processor reading from a memory wherein the applica-
tion is stored.

Then, in stage 920, arequest to access resources 258 hosted
by the resource server 110 may be transmitted. In certain
embodiments, the request to access resources 258 hosted by
the resource server 110 may be transmitted to the resource
server 110, such as to the resource service 112 executed by the
resource server 110. In some embodiments, the request to
access resources 258 hosted by the resource server 110 may
be transmitted to the management server 130, such as to the
management server 132 executed by the management server
130.

In certain embodiments, the request for access to hosted
resources 258 may be a general request for resources 258,
which may seek access to resources 258 that the resource
service 110 determines are appropriate. In some embodi-
ments, the request for access to hosted resources 258 may be
a specific request for resources 258, which may request
access to specific resources 258 hosted by the resource server
110. In any case, the request may include a management
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identifier 256, specifying that the transmitter of the request is
authorized to access the requested resources 258. Addition-
ally or alternatively, the request may include a device profile
252 associated with the user device 150 and/or user data 254
associated with a user of the user device 150, which may be
relied upon to determine whether the transmitter of the
request satisfies certain compliance rules 260. Once the
request for access to resources 258 hosted by the resource
server 110 is transmitted, the stages of FIG. 9 may end.

Optionally then in stage 925, access to resources 258
hosted by the resource server 925 may be received. In certain
embodiments, access to the resources 258 hosted by the
resource server 925 may be received via a transmission of the
resources 258 over the network 140, such as a transmission of
the resources 258 by the resource service 112 executed by the
resource server 110. In some embodiments, access to the
resources 258 hosted by the resource server 925 may be
received via an instruction specifying that the resources 258
should be downloaded from the resource server 110, such as
an API call instructing an operating system to initiate a down-
load of the resources 258 from the resource service 112
executed by the resource server 110. Once access to resources
258 hosted by the resource server 110 is received, the stages
of FIG. 9 may end.

As described above, FIGS. 4, 5, 6, 7, 8 and 9 illustrate
flowcharts of example apparatuses 300, methods, and com-
puter program products according to example embodiments
of the invention. It will be understood that each block of the
flowchart, and combinations of blocks in the flowchart, may
be implemented by various means, such as hardware, firm-
ware, processor, circuitry, and/or other devices associated
with execution of software including one or more computer
program instructions. For example, one or more of the pro-
cedures described above may be embodied by computer pro-
gram instructions.

In this regard, the computer program instructions which
embody the procedures described above may be stored by a
memory device 304 of an apparatus 300 employing an
embodiment of the present invention and executed by a pro-
cessor 302 of the apparatus 300. As will be appreciated, any
such computer program instructions may be loaded onto a
computer or other programmable apparatus (e.g., hardware)
to produce a machine, such that the resulting computer or
other programmable apparatus implements the functions
specified in the flowchart blocks. These computer program
instructions may also be stored in a computer-readable
memory that may direct a computer or other programmable
apparatus to function in a particular manner, such that the
instructions stored in the computer-readable memory pro-
duce an article of manufacture the execution of which imple-
ments the function specified in the flowchart blocks. The
computer program instructions may also be loaded onto a
computer or other programmable apparatus to cause a series
of operations to be performed on the computer or other pro-
grammable apparatus to produce a computer-implemented
process such that the instructions which execute on the com-
puter or other programmable apparatus provide operations
for implementing the functions specified in the flowchart
blocks.

Accordingly, blocks of the flowchart support combinations
of means for performing the specified functions and combi-
nations of operations for performing the specified functions
for performing the specified functions. It will also be under-
stood that one or more blocks of the flowchart, and combina-
tions of blocks in the flowchart, can be implemented by spe-
cial purpose hardware-based computer systems which
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perform the specified functions, or combinations of special
purpose hardware and computer instructions.

Many modifications and other embodiments of the inven-
tions set forth herein will come to mind to one skilled in the art
to which these inventions pertain having the benefit of the
teachings presented in the foregoing descriptions and the
associated drawings. Therefore, it is to be understood that the
inventions are not to be limited to the specific embodiments
disclosed and that modifications and other embodiments are
intended to be included within the scope of the appended
claims. Moreover, although the foregoing descriptions and
the associated drawings describe example embodiments in
the context of certain example combinations of elements and/
or functions, it should be appreciated that different combina-
tions of elements and/or functions may be provided by alter-
native embodiments without departing from the scope of the
appended claims. For example, in some embodiments, certain
ones of the operations described above may be modified or
enhanced. Furthermore, in some embodiments, additional
optional operations may be included. Modifications, addi-
tions, or enhancements to the operations above may be per-
formed in any order and in any combination.

Accordingly, different combinations of elements and/or
functions than those explicitly described above are also con-
templated as may be set forth in some of the appended claims.
Although specific terms are employed herein, they are used in
a generic and descriptive sense only and not for purposes of
limitation.

All rights including copyrights in the code included herein
are vested in and the property of the Assignee. The Assignee
retains and reserves all rights in the code included herein, and
grants permission to reproduce the material only in connec-
tion with reproduction of the granted patent and for no other
purpose.

While the specification includes examples, the disclosure’s
scope is indicated by the following claims. Furthermore,
while the specification has been described in language spe-
cific to structural features and/or methodological acts, the
claims are not limited to the features or acts described above.
Rather, the specific features and acts described above are
disclosed as example for embodiments of the disclosure.

What is claimed is:

1. A method comprising:

receiving a request to determine whether a user device

communicatively coupled to a resource server is autho-
rized to access at least one resource hosted by the
resource server;

determining whether the user device communicatively

coupled to the resource server is authorized to access the
at least one resource hosted by the resource server based
at least in part on whether the user device communica-
tively coupled to the resource server has been issued a
management identifier;

responsive to a determination that the user device commu-

nicatively coupled to the resource server is authorized to
access the at least one resource hosted by the resource
server, providing a response indicating that the user
device communicatively coupled to the resource server
is authorized to access the at least one resource hosted by
the resource server; and,

responsive to a determination that the user device commu-

nicatively coupled to the resource server is not autho-
rized to access the at least one resource hosted by the
resource server, providing a response indicating that the
user device communicatively coupled to the resource
server is not authorized to access the at least one
resource hosted by the resource server.
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2. The method of claim 1, further comprising:

receiving an indication that the user device communica-
tively coupled to the resource server has not been issued
the management identifier.

3. The method of claim 1, further comprising:

determining whether the user device communicatively

coupled to the resource server is an authorized to be
issued the management identifier;

responsive to a determination that the user device commu-

nicatively coupled to the resource server is an authorized
to be issued the management identifier, issuing the man-
agement identifier to the user device communicatively
coupled to the resource server; and,

responsive to a determination that the at least one user

device communicatively coupled to the resource server
is not authorized to be issued the management identifier,
causing at least one remedial action to be performed.

4. The method of claim 3, wherein determining whether the
user device communicatively coupled to the resource server is
authorized to be issued the management identifier comprises
determining whether the user device communicatively
coupled to the resource server is managed via a management
service.

5. The method of claim 3, wherein determining whether the
user device communicatively coupled to the resource server is
authorized to be issued the management identifier comprises
determining whether the user device communicatively
coupled to the resource server satisfies at least one compli-
ance rule.

6. The method of claim 3, wherein causing the at least one
remedial action to be performed comprises causing the user
device communicatively coupled to be resource server to be
managed via a management service.

7. The method of claim 3, wherein issuing the management
identifier to the user device communicatively coupled to the
resource server comprises generating the management iden-
tifier.

8. The method of claim 3, wherein issuing the management
identifier to the user device communicatively coupled to the
resource server comprises adding the management identifier
to a management record associated with the user device com-
municatively coupled to the resource server.

9. The method of claim 3, wherein issuing the management
identifier to the user device communicatively coupled to the
resource server comprises providing the user device commu-
nicatively coupled to the resource server with access to the
management identifier.

10. The method of claim 1, further comprising:

providing the user device communicatively coupled to the

resource server with an application configured to access
the at least one resource hosted by the resource server.

11. The method of claim 1, further comprising:

establishing a communicative coupling with the resource

server to which the user device is communicatively
coupled.

12. The method of claim 1, wherein at least one stage of the
method is performed by a management service executed by a
management server.

13. The method of claim 1, wherein at least one stage of the
method is performed by an agent application executed by the
user device communicatively coupled to the resource server.

14. A system comprising at least one processor and at least
one memory storing program code instructions, the at least
one memory and program code instructions being configured
to, with the atleast one processor, direct the system to at least:
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receive a request to determine whether a user device com-
municatively coupled to a resource server is authorized
to access at least one resource hosted by the resource
server;

determine whether the user device communicatively

coupled to the resource server is authorized to access the
at least one resource hosted by the resource server based
at least in part on whether the user device communica-
tively coupled to the resource server has been issued a
management identifier;

responsive to a determination that the user device commu-

nicatively coupled to the resource server is authorized to
access the at least one resource hosted by the resource
server, provide a response indicating that the user device
communicatively coupled to the resource server is
authorized to access the at least one resource hosted by
the resource server; and,

responsive to a determination that the user device commu-

nicatively coupled to the resource server is not autho-
rized to access the at least one resource hosted by the
resource server, provide a response indicating that the
user device communicatively coupled to the resource
server is not authorized to access the at least one
resource hosted by the resource server.

15. The system of claim 14, wherein the management
identifier is generated based at least in part on an element
distinct from the user device communicatively coupled to the
resource server.

16. The system of claim 15, wherein the element distinct
from the user device communicatively coupled to the
resource server comprises at least one of the following: a
random number, a random character, or a random symbol.

17. The system of claim 15, wherein the element distinct
from the user device communicatively coupled to the
resource server excludes at least one of the following: a serial
number, a Wi-Fi address, a Bluetooth address, a IMEI num-
ber, a ICCID number, or a MEID number.

18. A computer program product comprising a non-transi-
tory computer-readable storage medium having program
code portions embodied therein, the program code portions
being configured to, upon execution, direct an apparatus to at
least:

receive a request to determine whether a user device com-

municatively coupled to a resource server is authorized
to access at least one resource hosted by the resource
server;

determine whether the user device communicatively

coupled to the resource server is authorized to access the
at least one resource hosted by the resource server based
at least in part on whether the user device communica-
tively coupled to the resource server has been issued a
management identifier;

responsive to a determination that the user device commu-

nicatively coupled to the resource server is authorized to
access the at least one resource hosted by the resource
server, provide a response indicating that the user device
communicatively coupled to the resource server is
authorized to access the at least one resource hosted by
the resource server; and,

responsive to a determination that the user device commu-

nicatively coupled to the resource server is not autho-
rized to access the at least one resource hosted by the
resource server, provide a response indicating that the
user device communicatively coupled to the resource
server is not authorized to access the at least one
resource hosted by the resource server.
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19. The computer program product of claim 18, wherein
the determination of whether the user device communica-
tively coupled to the resource server is authorized to access
the at least one resource hosted by the resource server is
further based at least in part on whether the user device
communicatively coupled to the resource server satisfies at
least one compliance rule.

20. The computer program product of claim 18, wherein
the apparatus is further directed to at least:

responsive to a determination that the user device commu-

nicatively coupled to the resource server is not autho-
rized to access the at least one resource hosted by the
resource server, cause at least one remedial action to be
performed.
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